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ABSTRACT Guaranteeing operational connectivity in emergency situations by means of prompt on-
demand network re-configuration is crucial to carry out effective public protection and disaster relief
actions. This article analyzes network configuration options enhanced by the integrated access backhaul
(IAB) feature for 5G-Advanced and beyond mission-critical services. We specifically aim to investigate
the possible interplay of sidelink communications, directional unicast transmissions, and multicasting. To
this end, we offer a practical methodology based on a fluid model approximation to capture the time
dynamics of mission-critical services in their transient phase. Simulation results show that the interplay of
multicasting, unicasting, and sidelink is a highly effective solution for mission-critical communications.
In contrast, standalone unicast, multicast, and sidelink transmissions are unable to support such services.
A further emerging aspect is that, in a mixed unicast-multicast-sidelink configuration, optimal results are
obtained when multicast exploits most of the available resources, specifically more than 70%.

INDEX TERMS 5G-Advanced, wireless communications, multicast, unicast, NR sidelink, IAB, mission-
critical services, fluid approximation.

I. INTRODUCTION

IN EMERGENCY situations, caused by natural or man-
made events, telecommunication networks could be

severely affected and no longer available, whereas guaran-
teeing operational connectivity would be essential to carry
out effective public protection and rescue actions. To fulfill
the connectivity requirement of the current fifth generation
(5G) network, emergency scenarios call for a prompt on-
demand network re-configuration, which may also benefit
from ad-hoc deployed cells-on-wheels and/or cells-on-wings
base stations (BSs), offering great flexibility in establishing
temporary networks.

Recently, mission-critical public safety communications
have shifted from voice-only to broadband low-latency
services. Exemplary use cases include the remote operation
of drones and robotics, the use of haptic sensors in fire-
fighters’ personal protective equipment for faster and safer
search-and-rescue in a burning building with heavy smoke,
and connected ambulance with remote assistance from a
medical specialist [1].
Furthermore, the nature of public safety mission-critical

communications is mostly group-oriented [2]. Indeed, first
responders typically work in groups and need to coordi-
nate their operations. Thus, providing the same content
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to a set of users through multicasting represents a means
of achieving effective group communications, in terms of
both network resource utilization and quality of service
provision.
Driven by the rising demand for reliable, responsive, and

broadband connectivity to improve safety, the 3rd Generation
Partnership Project (3GPP) has started since 2016 to include
functionalities for the delivery of mission-critical applica-
tions over mobile cellular networks [3]. Among the solutions
that can be effectively exploited in public safety scenarios,
currently included in the 5G New Radio (NR) standard,
is the use of the millimeter wave (mmWave) spectrum to
improve coverage. MmWaves bring the benefit of increas-
ing the signal strength for target users, thus providing
Gbps communications by implementing proper beamforming
techniques [4].
A key role in mission-critical communications delivery

will also be played by integrated access backhaul (IAB) [5],
which combines wireless backhauling and access capabili-
ties by means of multi-hop network relaying. As a result,
IAB enables extended coverage, improved network capac-
ity, and enhanced reliability, making it particularly suitable
for mission-critical scenarios where continuous and robust
connectivity is vital. Furthermore, sidelink (SL) transmis-
sions enable proximity communications among neighboring
devices to provide coverage in areas where the network
infrastructure is unavailable or damaged. Finally, 5G will
support group communications via the multicast and broad-
cast services (MBS) system architecture [6], delivering
real-time updates, emergency alerts, live video streaming,
and other group-oriented services with improved efficiency
and scalability.
In this article, we take as a reference a mission-critical

scenario in which the BS is temporarily blocked/unavailable.
Thus, IAB nodes need to be used to enhance coverage
and provide service to all users in the area of interest
with the required content. In order to take advantage of
all the above-discussed solutions to cope with the emer-
gency, we investigate the interplay of sidelink communi-
cations, directional unicast transmissions, and multicasting
and provide a tool for analyzing the performance of all
possible network configuration options. Specifically, we
mathematically characterize the system behavior through
a fluid-based model that captures the time dynamics of
arrival/service/departure processes in their transient phase,
which is the inherent nature of mission-critical services. The
proposed model works as a means for the emergency man-
agement team to determine the network configuration option
that better suits the mission-critical situation being under
control.
The remainder of this work is organized as follows.

Section II presents the background of the work and the main
related work in the field. In Section III, the contributions
of the work are detailed. Section IV introduces the system
model, while in Section V, we present the proposed model
for network configuration option analysis. Simulative results

are discussed in Section VI. Finally, Section VII concludes
this work.

II. BACKGROUND AND RELATED WORK
A large body of literature has sought to provide techniques
to mitigate the inherent limitations of current communication
systems in meeting mission-critical service requirements.
Along this line, a reliability analysis of mmWave access
has been provided in [7], where a comprehensive method-
ology to model the softwarized 5G radio access network
(RAN) managing high-rate mission-critical traffic has been
developed. The framework also analyzes the corresponding
impact of critical session transfers on other user sessions.
The authors state that both high-rate critical sessions and the
high velocity of the target user lead to a significant degra-
dation of the other user sessions, which can be mitigated by
proper usage of multi-connectivity in mmWave networks and
by splitting the fallback traffic across multiple microwave
technologies.
A different approach to reliability support in 5G networks

has been reported in [8], wherein the Raft protocol has been
used to achieve an ultra-reliable and low-latency consensus
for mission-critical distributed Industrial Internet of Things
(IIoT). Within this study, the “reliability gain” concept has
been proposed to mathematically characterize the relation-
ship between consensus reliability and communication link
reliability. It has also been highlighted that the consensus
latency is contradictory to reliability.
Decentralized event-triggered scheduling and fusion of

information for mission-critical Internet of Things (IoT) sen-
sors have been designed in [9]. Instead of a high-complexity
Kalman filter, a fixed gain remote state estimator and a novel
algorithm for the design of the fixed filtering gain via min-
imizing the remote state estimation mean square error have
been offered when considering perfect symbol level syn-
chronization. More recently, in [10], the study in [9] has
been extended by taking into account more complex remote
state estimation with asynchronous mission-critical IoT
sensors.
An analysis of mission-critical service under a different

perspective has been proposed in [11], where the impact
of the device- and application-related parameters on the
latency and the reliability performance of public safety
applications has been examined. Similarly, the effects of
heterogeneous user and device mobility on the performance
of mission-critical machine-type communications within a
multi-connectivity 5G network have been examined in [12].
According to [12], alternative connectivity options, such as
device-to-device (D2D) links and drone-based access, may
contribute to fulfilling the requirements of mission-critical
machine-type communication applications.
To this end, a considerable body of literature has also been

focused on using D2D communication for mission-critical
applications to improve cellular network coverage. For exam-
ple, in [13], edge-based mission-critical IoT applications
reckon on collaborative D2D links between the IoT devices
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TABLE 1. Summary of related works relevant to mission-critical scenarios.

in the presence of mobility. Similarly, in [14], [15], user
clustering and D2D communications among the closest users
have been considered as effective strategies to connect users
and preserve their energy in the disaster region. In [16], the
authors developed a cognitive approach to meet the required
reliability and throughput in D2D transmissions while taking
into account the interference constraints imposed by primary
and inter-cell users. In [17], improvements in end-to-end
latency and energy efficiency when using NR sidelink com-
munication for mission-critical scenarios compared to LTE,
LTE sidelink, and NR transmissions have been demonstrated.
Similarly, several studies on the exploitation of multi-

casting for mission-critical scenarios have been conducted,
including but not limited to [1], [18], [19], [20], where dif-
ferent clustering methods and propagation models have been
developed. In [21], a comparison among multicast broadcast
single frequency network (MBSFN), single-cell point-to-
multipoint (SC-PTM), and unicast transmission modes in
mission-critical use cases has been presented from a resource

use perspective. As per the results, SC-PTM might be consid-
ered as the best option for locally restricted and small-scale
emergencies, whereas MBSFN might be preferable for emer-
gencies during massive events or those affecting a large
region.
A further feature of 5G NR that can be used for mission-

critical applications is the IAB [22], [23]. IAB can also be
used for its potential to wirelessly connect several unmanned
aerial vehicles carrying BS (UAV-BS) and easily integrate
them into an existing mobile network. In [24], a UAV-BS
has been integrated into the mobile network using the 5G
IAB technology to provide temporary coverage in a disaster
area. Thanks to UAVs’ excellent mobility and high flexibility,
UAV-BSs are supposed to bring fast connectivity for mission-
critical communications [25], [26].
A summary of the discussed related works is provided in

Table 1, highlighting that mission-critical communications
do not consider the possibility of exploiting different trans-
mission modes. Such options are necessary to improve the
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FIGURE 1. System illustration.

overall system reliability, flexibility, and coverage, especially
in emergency situations.
Although the revised studies have gone some way towards

enhancing the reliability, latency, security, and other crucial
aspects of mission-critical services by exploiting approaches
that facilitate cellular connectivity, no works have focused
on providing an effective tool that can guide the selection of
the network configuration to promptly and efficiently pro-
vide coverage in areas affected by critical situations. In this
work, we fill this gap by mathematically characterizing the
time dynamics of mission-critical services in their transient
phase delivered by means of the possible interplay of unicast,
multicast, and NR sidelink transmissions.

III. FOCUS AND CONTRIBUTIONS OF THIS WORK
We consider a mission-critical scenario with multiple users
coexisting in an indoor, outdoor, or mixed indoor/outdoor
environment. An illustrative example of the scenario under
analysis is shown in Fig. 1. We assume that the 5G NR BS
is temporarily blocked or unavailable, thus, an IAB node
needs to be activated to provide coverage to users. A set of
IAB nodes are located within the area of interest, and their
positions are chosen in such a way as to provide coverage
to a high number of users. We underline that IAB node
positioning is a problem itself, as discussed in [27], which
is not the focus of our work.
The connection from the BS to the user may go through

a chain of IAB nodes, i.e., by multi-hopping. Further, IAB
nodes may be fixed nodes (i.e., cell tower BSs, rooftop-
mounted UAVs, static vehicles) and/or on-demand deployed
mobile nodes (i.e., flying UAVs, moving vehicular devices).1

1. 3GPP is actively working on Release 18, enhancing the NR IAB
solution, with a specific focus on scenarios where mobile-IAB nodes are
mounted on vehicles [28].

In our study, we split the BS-to-user connection into (i) the
backhaul connection from the BS to the “edge” IAB node
and (ii) the access connection from the “edge” IAB node to
the users. Specifically, we focus on the access connection
under the assumption that the backhaul connection from the
BS to the “edge” IAB node remains unchanged.
For the first time, this article seeks to analyze the opera-

tion of the network during emergency situations through the
interplay of sidelink, directional unicasting, and multicasting
technologies. More specifically, we investigate the following
network configuration options for the access connection:

1) Unicast mode. The transmissions from the “edge” IAB
node to the users are performed via simultaneous
unicast transmissions.

2) Multicast mode. The transmissions from the “edge”
IAB node to the users are performed via a single
multicast transmission.

3) Sidelink mode. The transmissions from the “edge”
IAB node to the users are performed via sidelink
transmissions, i.e., a chain of transmissions.

4) Mixed Unicast-Multicast mode. The transmissions
from the “edge” IAB node to the users are performed
via both unicast and multicast transmissions.

5) Mixed Unicast-Sidelink mode. The transmissions from
the “edge” IAB node to the users are performed via
both unicast and sidelink transmissions.

6) Mixed Multicast-Sidelink mode. The transmissions
from the “edge” IAB node to the users are performed
via both multicast and sidelink transmissions.

7) Mixed Unicast-Multicast-Sidelink mode. The trans-
missions from the “edge” IAB node to the users
are performed via unicast, multicast, and sidelink
transmissions.
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We note that, in this work, the concepts of service and
delivery methods and of transmission modes are different.
Specifically, we assume that all users require the same
mission-critical service/content, while multicast, unicast, and
sidelink transmission options for access connection can be
utilized to deliver the given service/content to users.
The main contributions of our work can be summarized

as follows:

• We investigate the synergies resulting from a joint usage
of unicast, multicast, and sidelink transmissions, as well
as their individual performance in the case of mission-
critical services.

• We propose a novel analytical model based on a
fluid approximation to mathematically characterize the
system behavior.

• We derive the closed-form expressions for the number of
users involved in a mission-critical situation and capture
the temporal dynamics of arrival/departure/transition
processes in their transient phase.

• We implement an extensive performance evaluation
campaign to investigate the impact of the input param-
eters on meaningful performance metrics.

• We offer an analysis of the time-dependent behavior
of user requests in their transient phases for mission-
critical scenarios, that work as a means for a proper
transmission configuration option.

• We demonstrate with the achieved results that the
combination of multicasting, unicasting, and sidelink
operations presents a remarkably effective solution for
mission-critical communications. The best outcome is
achieved by maximizing the utilization of multicast
resources, which comprise the predominant portion
(exceeding 70%) in a mixed unicast-multicast-sidelink
configuration.

IV. SYSTEM MODELING
This section details the system model underlying our pro-
posal aimed at analyzing the network configuration options
in mission-critical scenarios. Notations used throughout this
work are summarized in Table 2.

A. DEPLOYMENT
We consider a mixture of outdoor and indoor environments
within an area of Nm x Mm. More specifically, the BS is
located outdoors in the origin of the coordinate system, i.e.,
at (0, 0, hBS), where hBS is the BS height. The location of
the first IAB node is fixed and set to (xIAB1, yIAB1, hIAB1)
outdoors, where hIAB1 is the height of IAB 1. By analogy,
the height of IAB 2 (also known as “edge” IAB) is hIAB2.
It is located outdoors at dm distance far from the building
placed at the reference point with coordinates (xR, yR, hEU),
generated according to a uniform distribution. The indoor
users are uniformly distributed in a circle of radius R around
the reference point.

TABLE 2. Notations used in this work.

B. PROPAGATION AND BLOCKAGE MODELS
The basic outdoor path loss in decibel scale at
three-dimensional (3D) distance d3d for urban micro (UMi)
Street Canyon model in case outdoor propagation between
the BS and the IAB 1, as well as between the IAB 1 and
the IAB 2 (see Fig. 1) reads as in [29]:

PLb(d3d)[dB] = β + 10ζ log10 d3d + 20 log10 fc, (1)

where fc is the carrier frequency in GHz, d3d is the 3D
distance between the transmitter and the receiver (i.e., BS-
IAB 1 and IAB 1-IAB 2 distances). The coefficients β and
ζ account for line-of-sight (LoS)/non-line-of-sight (nLoS)
states as well as for LoS blocked and LoS non-blocked
channel conditions. In detail, 3GPP recommends ζ = 2.1
and ζ = 3.19 for LoS and nLoS states [29], whereas the
value of β depends on the carrier frequency. In non-blocked
conditions for the lower part of mmWave band (i.e., 28−78
GHz), β is 32.4 dB. The blockage attenuation in the blocked
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state is added on top, resulting in an additional loss in the
range of 15 − 25 dB [30], [31].

We employ the UMi 3GPP path loss model considering
outdoor-to-indoor (O2I) penetration loss, as described below,
to model the propagation path between the outdoor trans-
mitter (i.e., edge IAB) and the receiver (i.e., user) located
inside the building. The path loss incorporating O2I building
penetration loss is modeled as in [32]:

PL(d3d)[dB] = PLb(d3d) + PLtw + PLin + N
(

0, σ 2
P

)
, (2)

where PLb(d3d) is the basic outdoor UMi path loss as per (1),
PLtw is the building penetration loss through the external
wall, PLin is the inside loss dependent on the depth into the
building, and σP is the standard deviation for the penetration
loss.
Path loss through external wall, PLtw, in the case of low-

loss (σP = 4.4 dB) and high-loss model (σP = 6.5 dB),
respectively, is given by:

PLtw[dB] = 5 − 10 log10

(
0.3 · 10

−2−0.2fc
10 + 0.7 · 10

−5−4fc
10

)
,

(3)

PLtw[dB] = 5 − 10 log10

(
0.7 · 10

−23−0.3fc
10 + 0.3 · 10

−5−4fc
10

)
,

(4)

while indoor loss, PLin, can be calculated as follows

PLin = 0.5d2D-in, (5)

where d2D-in is minimum of two independently generated
uniformly distributed variables between 0 and 25m UMi-
Street Canyon model:

d2D-in ∼ min
i=1,2

U(0, 25). (6)

The LoS probability for the two-dimensional distance d2d,
pL(d2d), is derived for UMi Street path loss model:

pL(d2d) =
{

1, d2d ≤ 18m,

18
d2d

+ e−
d2d
36

(
1 − 18

d2d

)
, d2d > 18m.

(7)

Further, the propagation loss in the case of indoor multi-
hop relaying is assumed to follow the indoor 3GPP model
(InH - office) [29]:

PLof(d3d)[dB] =
{

β + 17.3 log10 d3d + 20 log10 fc, LoS,

β + 31.9 log10 d3d + 20 log10 fc, nLoS.

(8)

Hence, for InH - office model, 3GPP suggests ζ = 1.73 and
ζ = 3.19 for LoS and nLoS states, respectively.

In the case of Indoor - Mixed office, the LoS probability
for the 2D distance, d2d, for indoor is written as:

pL(d2d) =

⎧⎪⎨
⎪⎩

1, d2d ≤ 1.2m,

e−
d2d−1.2

4.7 , 1.2 < d2d < 6.5m,

0.32e−
d2d−6.5

32.6 , d2d ≤ 6.5m.

(9)

The general formulation of Signal-to-Noise Ratio (SNR)
is given by:

SNR(d3d) = PtD0ρ(α)

N0 Wsnr PL(d3d)MIMS
, (10)

where Pt is the transmit power, N0 is the power spectral
density of noise per 1 Hz, and Wsnr is the bandwidth in
Hz, MI MS are interference and shadow fading margins,
whereas PL(d3d) represents the path loss (that depends on
the environment).

C. ANTENNA MODEL
We now introduce the antenna model that is formulated as
follows. The main antenna lobe is assumed to be symmetric
w.r.t. the antenna boresight axis. The transmit antenna gain
GT(α) can then be simply provided as [33], [34]:

GT(α) = D0ρ(α), (11)

where D0 represents the maximum directivity along the bore-
sight, ρ(α) is the directivity function of the angular deviation
from the boresight direction, whereas α ∈ [0, π ]. The total
directivity is defined by ρ(0) = 1.
The function ρ(α) can be found as [33], [34]:

ρ(α) =
{

1 − α
θ
, α ≤ θhpbw,

0, otherwise,
(12)

where θhpbw is the half-power beam width (HPBW).

D. NETWORK TRAFFIC DYNAMICS
In a mission-critical scenario, we can identify two types of
nodes: victims of the situation, referred to as users, and
search & rescue operators. Users need to be provided with
data content by means of either a unicast/multicast transmis-
sion by the edge IAB node or by a sidelink communication
with search & rescue operators. Users can be in one of the
following two states: (i) users who are waiting to receive the
content, i.e., waiting users and (ii) users who have already
received the content, i.e., served users. Differently, search &
rescue operators do not change state and work as a means
for sidelink transmission.
Specifically, we assume that the following

arrival/transition/departure processes influence/determine
the number of nodes in the system:

(i) Arrival process:

– Waiting users are already in the system and not
supposed to externally arrive into the system (no
arrival process);

– Served users are not supposed to externally arrive
into the system (no arrival process);

– Search & rescue operators arrive externally accord-
ing to the Poisson process with the arrival rate λ.2

2. The Poisson process can be used to model the arrival of search &
rescue operators into a building with, e.g., fire. In this scenario, the operators
are assumed to arrive independently of each other, one by one.
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(ii) Transition process:
– Waiting users can change their state to served users

after receiving the content by means of either a
unicast, multicast, or sidelink transmission from
search & rescue operators;

– Served users may request the updated content and,
therefore, be transformed into waiting users with
the average rate μx;

– Search & rescue operators are not prone to
transition.

(iii) Departure process:
– Waiting users depart from the system with the

rate θx;
– Served users depart from the system with the rate θy;
– Search & rescue operators depart from the system

with the rate θz.
We assume that wireless connectivity to the users via

both unicast and multicast communications is provided by
the “edge” IAB node, while sidelinks can be established with
search & rescue operators. Radio resources are split among
the three considered transmission modes (more insights will
be given in the following section).
Unicast users equally share in time and/or frequency radio

resources exploitable for unicasting. Therefore, the transition
from waiting users to served users by means of unicast
transmissions corresponds to:

Cu(t) = 1

x(t)

Cu0
B

, (13)

where x(t) is the actual number of waiting users, Cu0 is the
unicast downlink capacity, whereas B represents the content
size.
In the case of multicasting, users are organized in one

multicast group that is assigned with all channel resources
devoted to the multicast transmission. The transition from
waiting users to served users by means of multicasting is,
therefore, given by

Cm(t) = Cm0
B

, (14)

where Cm0 is the multicast downlink capacity.
Finally, in the case of sidelink transmissions, the transition

from waiting users to served users can be performed by
search & rescue operators only and is as follows:

Cd(t) = 1

x(t)

Cd0z(t)

B
, (15)

where Cd0 is the sidelink downlink capacity, whereas z(t) is
the actual number of search & rescue operators.
Note: Capacities (in Mbps) for unicast, multicast, and

sidelink transmissions can be obtained as:

C∗
o = W log2(1 + SNR(d3d)), (16)

where W is the available bandwidth in MHz.
As users are activated at arbitrary locations, the data

rate between the users and the BS constitutes a random

FIGURE 2. Framework illustration.

variable whose distribution can be obtained from the dis-
tribution of distances, taking into account the upper limit
of achievable data rate and parameters related to the signal
propagation [35]. In the case of multicasting, the data rate of
the group is determined by the user with the worst channel
conditions. In the case of sidelink connections, direct links
can either perform or not. Therefore, a fixed data rate value
is achieved within a fixed distance.

V. ANALYZING NETWORK TRAFFIC
This section presents our developed fluid approximation for
characterizing the number of waiting users, served users, and
search & rescue operators (such as policemen, ambulance
personnel, and fire brigades) by capturing the time dynam-
ics of arrival/departure/transition processes in their transient
phases. Waiting users can receive the required content by
means of either a unicast, multicast, or sidelink transmission.
For a schematic representation of the processes underlying
the proposed model, we refer readers to Fig. 2.

Users and search & rescue operators are considered as
continuous fluids. The number of waiting users at time t
corresponds to x(t), the number of served users at time t is
denoted as y(t), whereas we refer to the number of search &
rescue operators at time t as z(t). We underline that x(t), y(t),
and z(t) are any non-negative real numbers, not compulsory
integers.
For the sake of simplicity, we omit the index t. The evo-

lution of x, y, and z is then defined by the solution to the
Cauchy problem.
In the considered mission-critical situation, waiting users

and served users are assumed to be present in the area of
interest, while search & rescue operators arrive after an
emergency. The formulation of the Cauchy problem in such
a scenario to obtain the thought solution is given by

⎧
⎪⎪⎪⎪⎪⎨
⎪⎪⎪⎪⎪⎩

x′ = yμx − a
Cu0
B − bx

Cm0
B − cz

Cd0
B − xθx,

y′ = a
Cu0
B + bx

Cm0
B + cz

Cd0
B − yθy − yμx,

z′ = λ − zθz,
under initial conditions:
x(0) = Nx, y(0) = Ny, z(0) = 0,

(17)
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where a, b, and c are weight parameters used to perform
resource splitting among transmission modes.
We first define z as

z = λ

θz
+ Cze

−θzt, (18)

Taking into account initial condition z(0) = 0, we
obtain Cz:

Cz = − λ

θz
. (19)

Therefore, the Cauchy problem (17) can be transformed
into:
⎧⎪⎪⎪⎪⎨
⎪⎪⎪⎪⎩

x′ = yμx − a
Cu0
B − bx

Cm0
B − c

Cd0
B

(
λ−λe−θzt

θz

)
− xθx,

y′ = a
Cu0
B + bx

Cm0
B + c

Cd0
B

(
λ−λe−θzt

θz

)
− yθy − yμx,

under initial conditions:
x(0) = Nx, y(0) = Ny.

(20)

We then solve the problem at hand by expressing the
variable y from the first equation of (20):

y = 1

μx
x′ + a

Cu0
B

+ bx
Cm0
B

+ c
Cd0
B

(
λ − λe−θzt

θz

)
+ xθx.

(21)

We further derive y′ from the equation (21) as

y′ = 1

μx

[
x′′ + bx′

Cm0
B

+ x′θx
]
. (22)

We substitute the expression derived from equation for
y as per (21) and y′ as per (22) into the second equation
of (20):

x′′ + x′
[
b
Cm0
B

+ θx + θy + μx

]
+ x

[
b
θyCm0
B

+ θxθy + θxμx

]

= θy

[
−aC

u
0

B
− c

Cd0
(
λ − λe−θzt

)

θzB

]
. (23)

This means that the characteristic equation of the non-
homogeneous differential equation (23) is given by:

X 2 +
[
b
Cm0
B

+ θx + θy + μx

]
X

+
[
b
θyCm0
B

+ θxθy + θxμx

]
= 0. (24)

The roots of (24) are as follows:

X1,2 = 1

2

[−bCm0
B

− θx − θy − μx ± √
D

]
, (25)

where D = 1
B2 [b2Cm

2

0 + 2bBCm0 (θx − θy + μx) + B2(θ2
x −

2θx(μx + θy) + μ2
x + 2μxθy + θ2

y )].
The solution of the non-homogeneous differential

equation (23), therefore, is given as:

x = C1e
X1t + C2e

X2t + A, (26)

where A represents the particular solution of the non-
homogeneous differential equation (23) and is as follows

A =

[
−aCu0B − c

Cd0
(
λ−λe−θzt

)
θzB

]
θy

[
b

θyCm0
B + θxθy + θxμx

] . (27)

Therefore, the corresponding solution to the system (20)
for y is given as:

y = 1

μx

[
X1C1e

X1t + X2C2e
X2t + a

Cu0
B

+ θx

[
C1e

X1t + C2e
X2t + A

]

+ b
Cm0
B

[
C1e

X1t + C2e
X2t + A

]
+ c

Cd0
B

(
λ − λe−θzt

θz

)]
. (28)

Taking into account initial conditions x(0) = Nx, y(0) =
Ny, we obtain the following system of equations:
⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨
⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

C1 + C2 +
[
−a C

u
0
B

]
θy

[
b

θyCm0
B +θxθy+θxμx

] = Nx

1
μx

⎡
⎣bCm0B

⎡
⎣C1 + C2 +

[
−a C

u
0
B

]
θy

[
b

θyCm0
B +θxθy+θxμx

]

⎤
⎦ + X1C1 + X2C2

+aCu0B + θx

⎡
⎣C1 + C2 +

[
−a C

u
0
B

]
θy

[
b

θyCm0
B +θxθy+θxμx

]

⎤
⎦ = Ny.

Therefore, C1 and C2 are given as:

C1 = Nx − C2 −
[
−aCu0B

]
θy[

b
θyCm0
B + θxθy + θxμx

] , (29)

C2 = 1

(X1 − X2)

⎡
⎣X1Nx − X1

[
−aCu0B

]
θy[

b
θyCm0
B + θxθy + θxμx

]

+ a
Cu0
B

+ b
Cm0
B
Nx + θxNx − Nyμx

⎤
⎦. (30)

VI. PERFORMANCE EVALUATION
This section discusses the results obtained from the link-level
evaluation of the proposed analytical fluid-based framework
for mission-critical scenarios.
In the following, we will first describe the reference sce-

narios for our performance evaluation campaign and the
main simulation parameters implemented in the MATLAB
environment. Then, we verify the proposed analytical model
through computer simulations and analyze the behavior of
the configuration options introduced in Section III.

A. SCENARIOS AND PARAMETERS
In the simulated mission-critical scenario, illustrated in
Fig. 1, two IAB nodes are located outdoors. The fixed IAB
connects to the 5G NR BS the edge IAB vehicular that
serves multiple users existing in the indoor environment.
This results in a mixed indoor/outdoor propagation scenario.

VOLUME 4, 2023 1833



CHUKHNO et al.: MISSION-CRITICAL CONNECTIVITY ENHANCED BY IAB IN BEYOND 5G

Specifically, data is delivered through the following path: 5G
NR BS → fixed IAB (UMi) → edge IAB vehicular (UMi)
→ users (Umi O2I, InH). The area of interest is 500m
x 500m. The locations of the 5G NR BS and the fixed
IAB node are at coordinates (0, 0, 10) and (100, 100, 10),
respectively.
The distribution of the users inside the building is depen-

dent on a reference point representing the center of the
building, which is uniformly distributed around the area of
interest. Users are uniformly distributed around the reference
point within a radius of 20m. In order to establish a reliable
connection, the edge IAB vehicle location is adjusted to the
building location at 50m distance from the reference point.

Regarding the access connection, all options (i.e., unicast,
multicast, sidelink, and mixed modes) discussed in Section V
are analyzed. Our system operates within the 5G frequency
range 2 (FR2). We use MATLAB Antenna Toolbox to model
antenna directivity patterns for uniform rectangular arrays
with isotropic elements, Chebyshev tapering, and no steering.
We assume the fixed transmit power of 23 dBm coming from
the BS and IABs, while the transmit power at users is set to
10 dBm. We assume the SNR threshold of −9.478 dB at the
receiver side, corresponding to the lowest modulation and
coding scheme (MCS 0).
We note that waiting users can change their state to served

users after receiving a video with instructions on how to
proceed within the emergency scenario. We assume a video
duration of 30 seconds, with a resolution of 1280x720 pixels
and H.264 encoding, resulting in a content size of 80MB.

We evaluate the following exemplary scenarios:

• Scenario 1. We assume that search & rescue operators
arrive in the system with a rate of λz = 5.5 during time
interval (0, t], while waiting users and served users do
not arrive to the system. At the time the critical event
occurs (t = 0), we assume that Nx = 30 waiting users
and Ny = 0 served users are in the area of interest.
Waiting users and served users cannot leave the system
that is the departure rates θx = 0 and θy = 0, respec-
tively. Search & rescue operators may leave the system
with the rate θz = 0.1. The transition from served user
to waiting user cannot happen, i.e., μx = 0.

• Scenario 2. Differently from the one previously
described, in this scenario waiting users and served
users may leave the system. In addition, served users
may transit back to waiting users due to content loss
or the need for additional instructions. The departure
rates are defined as θx = 0.2 for waiting users and
θy = 0.7 for served users. This means that served users
are more likely to leave the system since they receive
instructions on how to behave in an emergency situa-
tion. The transition from served user to waiting user
can be performed with μx = 0.4.

• Scenario 3. We test a situation where the departure rate
for waiting users is set to θx = 0, indicating that no
waiting users are able to leave the system, i.e., users

may leave the system only after receiving the content.
The departure rate for served users is defined as θy =
0.7. This scenario introduces additional complexity as
it requires sending instructions multiple times, resulting
in the transition from served users to waiting users
occurring at a rate of μx = 0.9. The rest of the settings
is based on Scenario 1.

We provide the results in terms of the following metrics:

• number of waiting users, served users, and search &
rescue operators;

• delivered content size [Gbit], calculated as the total
amount of bits delivered to the users (by means of
unicast, multicast, and/or sidelink transmissions);

• actual data rate [Gbits] for unicast, multicast, and/or
sidelink transmissions.

Modeling parameters adopted in the simulations are
reported in Table 3.

B. UNDERSTANDING ANALYTICAL RESULTS
We recall that we aim to analyze mission-critical and emer-
gency situations characterized by system operation in its
temporary phase. For this reason, we consider the evolu-
tion of users requesting service within the content lifetime.
Importantly, we cannot invoke the system’s functioning in a
steady state (i.e., unchanged across time) since the content
lifespan cannot be considered long enough to achieve the
stationary state.
We start by validating the proposed analytical frame-

work (A) through computer simulations (S) for Scenario 1.
Table 4 provides insights into the time required to serve all
users depending on the configuration option (i.e., standalone
transmission or mixed modes) and under different resource
sharing ratios. The first aspect we wish to highlight is the
close match observed between simulation results and analyt-
ical results. This assessment confirms the applicability of the
proposed method in capturing the time dynamics of mission-
critical services, particularly during the non-static transient
phase.
First, we compare configurations 1-3, which represent dif-

ferent standalone modes of operation, i.e., unicast, multicast,
and sidelink modes, which exhibit service times of 34.9,
10.3, and 11.3 seconds, respectively. These results can be
explained by the fact that users inside the building are
situated close to each other. Thus, one multicast trans-
mission can cover them with a relatively strong link. We
recall that multicast directional communications are charac-
terized by wider beams compared to unicast and sidelink
ones. Differently, simultaneous unicast transmissions share
the power budget of the antenna, whereas sidelink trans-
missions are usually performed in proximity with reduced
transmit power due to the hardware on the devices.
However, it is important to note that one technology alone

may not always guarantee the best performance. For exam-
ple, while multicasting can be more efficient in serving
users located in close proximity to each other, there may
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TABLE 3. Simulation parameters.

be scenarios where unicast and sidelink transmissions are
necessary to ensure optimal performance. Therefore, the
possibility to combine multicasting, unicast, and sidelink
operations needs to be considered in case this allows to
achieve fast and efficient transmissions, taking into account
the specific characteristics and requirements of the users and
their locations.
In this vein, we also analyze mixed configurations, start-

ing with those involving two technologies (Configurations
4, 5, and 6). In general, we can state that the distribu-
tion of resources among transmission modes significantly
impacts the overall time required to serve users. Specifically,
Configuration 4 (Mixed Unicast-Multicast mode) demon-
strates that the service time decreases as the resource sharing
ratio shifts towards multicasting. The lowest service time is
6.08 seconds at 20%/80% resource sharing ratio (multicast
occupies 80% of the total 100% resources). Configuration 5
(Mixed Unicast-Sidelink mode) exhibits a similar trend
when the sidelink technology is coupled with multicast-
ing. The lowest time achieved corresponds to 11.7 seconds
at 10%/90% resource sharing, and as the resource sharing
ratio shifts towards sidelink, the time gradually increases.
Configuration 6 (Mixed Multicast-Sidelink mode) shows that
the lowest time is achieved at 70%/30% resource sharing,
corresponding to 5.09 seconds. Thus, we can infer that
the interplay of two technologies facilitates the efficient
offloading of traffic from the “partner” mode.
Finally, we consider the combined exploitation of all con-

sidered technologies by analyzing Configuration 7 (Mixed
Unicast-Multicast-Sidelink mode), demonstrating a more
complex relationship between resource sharing ratios and
service time. The lowest service time is achieved at
5%/80%/15% resource sharing ratio, resulting in a time of
5.15 seconds, with a slight improvement at 1%/80%/19%
resource sharing ratio of 0.13 seconds. Based on these com-
parisons, one may note that the most efficient configuration

TABLE 4. Time required to serve all users (Scenario 1).

in terms of service time depends on the specific resource
sharing ratios and modes. However, considering the lowest
times achieved in the given table, Configuration 7 shows the
best overall performance, making it the preferred solution for
mission-critical services. Furthermore, the observed trends in
the results validate the following findings. The utilization of
multicasting in combination with unicast and sidelink trans-
missions demonstrates its ability to facilitate efficient content
delivery. The system exhibits improved performance when
a higher proportion of multicast resources is allocated com-
pared to unicast and sidelink resources. This highlights the
advantage of prioritizing multicast to enhance overall system
efficiency and optimize content dissemination. Thus, for the
above-discussed reasons, from now on, we concentrate on
Configuration 7 only.

In Fig. 3, we show results in terms of the metrics of
interest achieved in Scenario 1 with 1/%80/%19% resource
sharing ratio. We point out that the slope of the green curves
(representing served users) in subfigures (a) and (b) indicates
the speed at which users acquire the content. Specifically, the
steeper the slope upward in subfigures (a) and (b) (i.e., the
higher the value), the better. Moreover, a considerable differ-
ence between green and orange curves (served and waiting
users) in subfigures (a) shows fast delivery speed and fewer
users waiting to be served. The results confirm that for the
considered settings and input parameters, the mix of the
three transmission modes guarantees a fast content dissemi-
nation due to the ability to capture the channel conditions of
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FIGURE 3. Scenario 1: Performance assessment of Configuration 7 (Mixed Unicast-Multicast-Sidelink mode), a = 0.01, b = 0.8, and c = 0.19.

FIGURE 4. Scenario 2: Performance assessment of Configuration 7 (Mixed Unicast-Multicast-Sidelink mode), a = 0.01, b = 0.8, and c = 0.19 ((a), (b), and (c)),
a = 0.05, b = 0.8, and c = 0.15 ((d), (e), and (f)).

users, thus assuring mission-critical service delivery without
considerable delay, which is essential in the case of disasters.
We then proceed to investigate Scenario 2 for

Configuration 7 in Fig. 4 for 1%/80%/19% and 5%/80%/
15% resource sharing ratios, respectively. The trend of the
curves in all subfigures differs from Scenario 1 due to differ-
ent input parameters. Since waiting users and served users
have the possibility to leave the system and/or change their
state, the number of served users and the delivered con-
tent will not continuously increase as in Fig. 4, but will
change over time. Initially, they will grow at a lower rate
w.r.t. Scenario 1 and then slowly decrease due to the joint

effect of state transition and departure process of both wait-
ing and served users. The trend for the unicast data rate (see
Fig. 4(c) and (f)) is the opposite: it initially drops as the
number of users grows and then gradually increases because
of the reduction in the number of users in the system and,
consequently, of the more likely establishment of unicast
transmissions due to users’ sparsity. It is important to high-
light that the unicast data rate in case of lower resource ratio
assigned to unicasting (see the dark green curve in Fig. 4(c)
w.r.t. (f)) is higher due to the lower number of simultane-
ous unicast transmissions, leading to higher per-transmission
power. On the other hand, the sidelink data rate shows a
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FIGURE 5. Scenario 3: Performance assessment of Configuration 7 (Mixed Unicast-Multicast-Sidelink mode), a = 0.05, b = 0.8, and c = 0.15.

constant growth, as the number of search & rescue operators
(see blue curve in Fig. 4(a) and (d)), while the multicast data
rate remains constant throughout the emergency situation.
Fig. 5 shows that in Scenario 3, there is a slower decrease

in the number of waiting users compared to Scenario 2. This
is because waiting users cannot leave the system without
receiving the instructions. In this case, the number of waiting
users can only decrease when they change their state to
served users. Similarly, the number of served users decreases
at a lower rate due to the possibility of acquiring the content
multiple times. These factors impact both the amount of
delivered content and the data rate values.
In conclusion, our analysis and simulations have demon-

strated the effectiveness of a mixed transmission approach
combining unicast, multicast, and sidelink modes for
mission-critical service delivery. While standalone modes
can be efficient in certain scenarios, a combination of these
technologies is necessary to ensure fast and efficient content
dissemination, considering the specific characteristics and
requirements of the users and their locations.

VII. CONCLUSION AND FUTURE WORK
This article has analyzed a mission-critical situation in which
the BS is temporarily unavailable or unreachable, and the
network topology is enhanced by IAB nodes.
We have focused on the processes that tend to be in the

non-static transient phase, usually referred to as short-term
operating time intervals that occur in the transition between
various steady-state conditions (constant or unchanged across
time). Transient analysis, by definition, includes time-varying
loads, i.e., loads that are a function of time, and depends
on arrival, transition, and departure processes. The general
forms for such processes are presented in systems of equa-
tions as per (17), and include the topological randomness of
user deployment, assuming that user coordinates are random
variables that may be parameterized in reality by a mobility
pattern.
In such a scenario, we have investigated the interplay

of sidelink communications, directional unicast transmis-
sions, and multicasting. Notably, this study combines a
mathematical model for analyzing network configuration

options for mission-critical communications with extensive
link-level simulations. We have deduced from the findings
that the proposed model allows the emergency management
team to select the network configuration that best fits the
mission-critical circumstance under control. The model also
guarantees exemplary functional connectivity in emergen-
cies, which is critical for successful public protection and
disaster relief efforts.
Specifically, among the technologies examined, multi-

casting consistently emerged as an efficient solution in
all configuration options. Given the same settings and
input parameters, multicast facilitates unicast and sidelink
transmissions by delivering the content more efficiently.
Allocating a higher proportion of multicast resources com-
pared to unicast and sidelink resources resulted in improved
system performance. This emphasizes the advantage of pri-
oritizing multicast to enhance system efficiency and optimize
content dissemination.
Looking ahead, aligning with the trends in 6G-oriented

technology to ensure functional connectivity in emergencies
is crucial. Reconfigurable Intelligent Surfaces (RIS) [37],
[38], ubiquitous connectivity, integrated sensing and com-
munication (ISAC), and integrated artificial intelligence (AI)
and communications are expected to play a critical role [39]
and could potentially be integrated into 5G-Advanced and
beyond. These advancements, in conjunction with the IAB
feature and the interplay of sidelink communications, direc-
tional unicast transmissions, and multicasting, have the
potential to revolutionize mission-critical communications
in the 6G era. This holds promise for enhancing system
efficiency, optimizing content dissemination, and enabling
successful public protection and disaster relief efforts in the
future.
Reproducible Research: The open-source code is available

from https://github.com/OlgaChukhno/.
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