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Abstract—With the aim of offering services and products
that ensure the safety of people and properties, public safety
organizations are responsible for providing the first responders,
i.e., police officers, firefighters, and emergency medical service
workers, with devices and communication systems that help them
exchange time-sensitive and critical information. To address the
mission-critical requirements and to target new broadband public
safety applications, these organizations started migrating from
traditional land mobile radio towards cellular communication
systems with the consideration of a new set of deployed devices,
such as wearables. In this paper, we first provide a state of
the art overview of the features that are introduced by the 3rd
Generation Partnership Project (3GPP) and that can be used for
public safety services. Second, we discuss the role of wearable
devices, more precisely cellular-enabled wearables, in creating
several new use cases as part of the concept of the Internet of
Life Saving Things. Finally, we conduct a performance evaluation
of a mission-critical service using cellular-enabled wearables,
specifically a mission-critical push-to-talk (MCPTT) application
using LTE Cat-M2-enabled smartwatches. In this evaluation,
we examine the impact of different parameters related to the
wearable device capabilities and the MCPTT call scenarios on
the key performance indicator defined by 3GPP for this type of
applications, which is the MCPTT access time.

Index Terms—Public safety, Cellular connectivity, Wearables,
Internet of Life Saving Things

I. CELLULAR PUBLIC SAFETY NETWORKS

A. Public Safety from LMR to LTE Networks

To offer delay-sensitive, reliable, and secure services, pub-
lic safety networks utilize dedicated communication systems
based on land mobile radio (LMR) technologies includ-
ing terrestrial trunked radio (TETRA), TETRA for police
(TETRAPOL), and project 25 (P25) of the association of
public safety communications officials [1]. The main services
provided by these networks to the public safety users are
narrow-band voice-centric services, such as group and priority
calls with push-to-talk (PTT) functionalities. However, to
further improve the safety of both first responders and citizens,
public safety operations are expected to leap to the next levels
of efficiency by applying new applications utilizing broadband
data communications [2].

As a result, the inability of the traditionally used LMR
systems to support modern data applications makes the mi-
gration towards standards that support the requirements of
broadband services evident [3]. Having mature, multi-vendor,

and multi-service infrastructures, commercial cellular net-
works are considered to be an alternative for LMR systems
[4]. Deployment cost optimization and public safety service
expansion are the main reasons that are considered by the
critical communications association (TCCA) to select the long-
term evolution (LTE) technology to be the basis for future
public safety implementations [4].
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Fig. 1. Evolution of public safety-related services and devices

The evolution of public safety technologies was also aligned
with certain modifications that mainly affected the used de-
vices and offered services in public safety networks as il-
lustrated in Fig. 1. While only voice-based communications
are exchanged in LMR networks (i.e., providing PTT services
only), public safety LTE (PS-LTE) networks offer a set of
mission-critical services that were introduced by the 3rd Gen-
eration Partnership Project (3GPP) among its public safety-
related standardization items, more precisely in Rel-13. Based
on the market demands, mission-critical PTT (MCPTT) was
the first major step in the series of mission-critical services.
Then, in Rel-14, 3GPP added certain enhancements to the
MCPTT standard and enriched its repertoire of standardized
public safety applications by introducing mission-critical data
(MCData) and mission-critical video (MCVideo) [5].

A general framework for mission-critical services was also
provided in the 3GPP Rel-14 to facilitate the standardiza-



tion of additional services in the upcoming releases. This
framework included a common architecture for the support
of these services with the definition of two different planes
and two functional modes [6]. Concerning the defined planes,
the introduced architecture enables an application plane and
signalling control plane split for the provisioning of the offered
services. Based on the existence of a mission-critical server in
the network, two functional modes were fixed in the related
3GPP technical specifications; on-network and off-network
modes. In on-network mode, the communications are based on
a client/server setup, where the client/server communication
is established via the LTE core-network. However, in off-
network mode, the communications are only supported by user
equipment (UE) devices in a peer-to-peer setup [6]. Fig. 2
shows the difference between the two modes.
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Fig. 2. On-network and off-network functional modes in mission-critical
service architecture

B. 5G for Public Safety

The adoption of cellular connectivity solutions in public
safety networks implies adapting these networks with the new
technologies and features introduced in each of the 3GPP
releases. Addressing new verticals and markets including
industrial solutions and mission-critical communications, 5G
technology is introducing several features that target different
requirements and use cases. Among the introduced features,
certain functionalities can be deployed in public safety net-
works to further extend the offered services and deployed
devices [4].

With the support of very large number of devices that
can communicate with each other, exchange data, and be
involved in automated processes, 5G networks are helping
address the evolution of the Internet of Things (IoT). Hence,
in 5G networks, IoT devices are expected to form significant
sources of information for the public safety community [7].
By processing this information and integrating it into the
public safety operations, first responders can be more proactive

and their tasks can be moved from the investigation to the
prevention of accidents and crimes [4].

On top of the mission-critical service enhancements in
3GPP Rel-15 and beyond, 5G networks are expected to support
network-based localization with an accuracy of less than 1
m [8]. This boost in the localization accuracy, in comparison
with the LMR and LTE technologies, helps provide a reli-
able and fast emergency response in public safety networks
[7]. Therefore, the 3GPP 5G-related content is outlined to
include various features and functionalities that can improve
the services offered by public safety networks. However, these
benefits are dependant on the implementation choices made
by the equipment providers [4]. More precisely, public safety
bodies have the options to deploy LTE/LMR, LTE-only, or 5G
networks based on the user needs and the business strategies.

C. Summary of Cellular Public Safety-related Features

From the implementation point of view, the migration from
LMR to PS-LTE solutions for public safety requires the
introduction of certain features on top of the LTE standard
to match the public safety requirements. Thus, 3GPP started
performing additional standardization efforts from its release
Rel-12 [4]. However, the new functionalities are constantly
evolving through the 3GPP releases to further enhance the
public safety services. Fig. 3 depicts the set of features that
are considered by 3GPP and that can be deployed in cellular
public safety networks.
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Fig. 3. Examples of public safety-related features in cellular networks

The proximity services (ProSe) were among the standard-
ization items defined in 3GPP Rel-12 to present the archi-
tecture and radio interface for direct device-to-device (D2D)
communications in LTE networks [4]. The new D2D interface
is known as sidelink and it was introduced as part of the
support of public safety ProSe by LTE networks. As proved
by several research works dealing with this feature, deploying
D2D communications in cellular networks, including for pub-
lic safety applications, takes advantage of three gains (i.e.,
proximity, hop, and reuse) [9]. Each type of these gains
holds the promises of improving certain network performance



indicators. In summary, D2D communications may allow for
high bit rates, low delays, high reliability, and low power
consumption. On top of these gains, establishing direct links
between devices in out-of-coverage scenarios helps provide the
first responders with the needed communications especially in
dangerous situations [10].

Public safety service reliability can be achieved not only
using multi-hop communications but also through the flexible
use of radio resources provided by the multi-connectivity
and multi-radio access technologies (multi-RAT). Mobile-
edge computing and software-defined networks (SDN) are
among the features that can be deployed in cellular networks
for improving the latency and security of the public safety
services [10]. Furthermore, cellular networks, more precisely
5G networks, offer novel capabilities for managing a portfolio
of various use cases with varying priorities such as network
function virtualization and network slicing [4]. For instance,
in the case of big events or major accidents, the traffic prioriti-
zation mechanisms can allow, in the first place, the necessary
network capacity and performance for first responders and for
other people around them who want to communicate in the
second place [10]. As mentioned in Section I-B, IoT device
adoption among the public safety community will enable
various use cases like communication center alerting, accident
video investigation, connected and automated cars. Among
these new examples, certain applications are requiring very
high data rates that can be achieved by the exploitation of
techniques like beam-forming and small cells in 5G-enabled
public safety networks [4].

II. WEARABLES IN CELLULAR PUBLIC SAFETY
NETWORKS

With the evolution of public safety technologies and ser-
vices, there is an increasing number of devices that are being
deployed in these networks. Such a variety is shown in Fig. 1,
where after having only PTT dedicated devices in LMR net-
works, safety, security, and health-care professionals are using
cellular-connected mission-critical devices, smartphones, lap-
tops, tablets, as well as vehicles in PS-LTE networks. However,
the main capability of the PS-LTE networks is enabling the
connection of the above-cited devices to the Internet [11]. With
the aim of extending this capability, new devices are being
deployed in a new ecosystem of public safety communications,
known as Internet of Life Saving Things (IoLST).

Similar to the general definition of the IoT, the IoLST
is a network of devices that collect data and use various
communication technologies to share it in real time. However,
its purpose is specific and consists in improving public safety
responses to emergencies [11]. The IoLST represents an
extension of the LMR and PS-LTE capabilities, which are
mostly targeting the connection of computing devices to the
Internet. In detail, IoLST solutions extend the public safety
use cases into new types of applications including, but not
limited to, real-time video using body-worn cameras, traffic
system control with sensor-equipped vehicles, temperature and

gas exposure measurement based on smart helmets, health-
care and vital sign monitoring of first responders, and drone
surveillance systems [12]. These IoLST use cases involve a
variety of devices among which wearables are gaining the
attention of the public safety community.

A. Wearables in the IoLST Ecosystem

One characteristic of public safety workforce is the mobility.
Public safety personnel across law enforcement, fire, and
emergency medical services (EMS) primarily operate in the
field and deal with dangerous situations outside of their re-
sponse vehicles. Therefore, relying on laptop computers is no
longer an alternative for the first responders to stay connected.
Hands-free operation is another peculiarity of public safety
services, where the personnel is generally equipped with
protective gloves that make it difficult for them to hold the
smartphones or the tablets. Regarding these challenges, the
IoLST ecosystem deploys wearable devices to make use of
their form factor and their capability to encompass advanced
sensors with the final aim of offering unique capabilities for
the highly mobile, and in many cases autonomous, workforce
and marking an important shift in the daily operation of the
public safety personnel [11].
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Fig. 4. Examples of wearable device-enabled services in the IoLST

Admittedly, wearable technology can deliver reliable in-
field communications, enhanced situational awareness, and
improved first responder safety by complementing the other
cellular-connected devices and ensuring that the users stay
closely connected to the data they need [13]. In Fig. 4,
we illustrate examples of wearable devices and applications
deployed within the framework of the IoLST for public safety.
For instance, EMS workers can use body-worn cameras to
send real-time videos about patients from ambulances and
outdoor locations to indoor experts and professional doctors.
Furthermore, outfitting the first responders with smartwatches
enables the instant transmission of potentially lifesaving com-
munications in a large-scale emergency response. These wear-
ables can send real-time location, monitor alerts, and check the
availability of required resources [13]. On top of these benefits,



the introduction of low power wide area (LPWA) technologies
in recent mobile networks (i.e., LTE-M and NB-IoT) can be
considered as a motivation to provide wearable-based services,
including public safety-related applications, at a lower cost, a
better coverage, and lower power consumption [11].

B. Cellular-enabled Wearables

LPWA-enabled wearables are not the only standalone wear-
able devices that can use the cellular connectivity. Wearable
devices and applications are among the verticals targeted
by the 5G technology. With cloud native technologies being
central parts of the 5G core architecture, the network will
provide wearable devices with the needed storage capacity and
processing power [14]. Hence, 5G-enabled wearables will be
able to host more sensors, collect more data, and be involved
in new sets of applications including public safety. Another
fact that can motivate the public safety agencies and bodies
to integrate 5G-enabled wearables in their networks is that
5G can be an all-inclusive communication platform for the
delivery of low-end, mid-end, and high-end requirements of
wearable applications [15]. More precisely, we identify three
main facts that support this consideration, namely (i) the
confirmation that NB-IoT and LTE-M fulfill, in the 3GPP
study on “self-evaluation towards IMT-2020 submission”, the
IMT-2020 requirements for mMTC and can be certified as
5G technologies [16], (ii) the introduction of the NR RedCap
technology for reduced-capability new radio devices and mid-
end application requirements [16], and (iii) the dedication of
several study items related to the 3GPP Rel-17 for the support
of extended reality over 5G [17].

As depicted in Fig. 4, smart helmets, body-worn cam-
eras, and vital sign (i.e., glucose, blood pressure, and heart
rate) monitors are examples of wearable devices that can be
involved in public safety applications. Other examples can
include smart gloves and exoskeletons for supporting manual
tasks. However, watch-type wearable devices are expected to
be a game changer for public safety communications [18].
The ability to acknowledge the reception of messages, such as
alerts and localization information, while keeping the hands
free allows the first responders to perform their tasks with
the addition of being safer and more responsive [18]. Several
cellular LPWA-enabled smartwatches are currently available
in the wearable market which make it possible for the public
safety community to make use of both wearable technology
and cellular connectivity.

III. PERFORMANCE EVALUATION OF AN MCPTT SERVICE
USING CELLULAR-ENABLED WEARABLES

In this section, we investigate the performance of a
wearable-based mission-critical application, more precisely
an off-network MCPTT service using cellular-enabled smart-
watches. The deployed smartwatches belong to one of the
LTE-M device categories (LTE Cat-M1 and LTE Cat-M2),
specifically LTE Cat-M2. In the following subsections, we
refer to the LTE Cat-M2-enabled smartwatch as UE. Further-
more, we use network simulator 3 (ns-3) for the performance

evaluation of the MCPTT scenarios. Specifically, this evalu-
ation is performed based on the LTE/EPC network simulator
(LENA) module updated with the scenarios and models that
are specific to public safety communications. Such updates are
supported by the research community and were first published
in [19].

On top of the D2D communication support in ns-3, we ex-
tended LENA module by the features needed for the simulation
of public safety scenarios and wearable devices. In detail, we
consider scenarios in which the cellular network is deployed
in the 700 MHz frequency band. In terms of wearable device
modeling, an empirical off-body propagation loss model is
implemented to better capture the signal propagation between
wearable devices [20]. We also updated the ns-3 adaptive
modulation and coding model with the reduced base-band
capabilities that are provided by the 3GPP physical layer
specifications [21].

A. Scenarios and Parameters

In general, MCPTT services support three categories of
calls, namely private calls, general group calls, and broadcast
group calls [22]. A private call is established between two
MCPTT applications for two users to communicate. A general,
or basic, group call is a call where a group of users that are
associated with a particular group ID contend to talk. The third
type of MCPTT calls is the broadcast group call which has
the particularity of having one call initiator that is allowed to
speak. In this paper, our main scenario is off-network basic
group call with out-of-coverage UEs.

TABLE I
PERFORMANCE EVALUATION PARAMETERS

Wearable device-related parameters Value

UE type Bandwidth-reduced
low-complexity UE

Max. bandwidth 5 MHz
Max. modulation order 16-QAM
Max. transport block size 4008 bytes
UE transmission mode 1 (1 TX/RX antenna)
UE TX power 20 dBm
UE noise figure 9 dB
UE antenna height 1.5 m
D2D-related parameters Value
Sidelink transmission mode Mode-2 (Autonomous)
PSCCH period 40 ms
PSCCH length 8
MCS 10
Number of PRBs 5
kTRP 1
MCPTT application-related parameters Value
Message size 60 Bytes
Packet interval 20 ms

In 3GPP specifications, the term bandwidth-reduced low-
complexity (BL) is used to indicate the implementation of
LTE-M device categories [21]. More precisely, the 3GPP TS
36.213 provides the recommendations for complexity reduc-
tion and base-band configuration of these devices. As part of
these recommendations and as illustrated in Table I, the BL



TABLE II
ACCESS TIME CALCULATION IN MCPTT BASIC GROUP CALL SCENARIOS

The group call n
exists?

The UE A is already
in group call n?

The floor arbitrator of
group call n exists? Access time (AT) formula

No No No AT1 = TFG1 (1)

Yes No No AT2 = Ttx(“CallProbe′′) + Ttx(“CallAnnouncement′′)

+ TFG2 + C201 ∗ T201 (2)

Yes Yes No AT3 = C201 ∗ T201 (3)

UEs have a maximum bandwidth of 5 MHz, a maximum mod-
ulation order of 16-QAM, and one TX/RX antenna. Hence,
the choice of these reduced-capability parameters allows us to
better model the LTE Cat-M2-enabled smartwatches.

In connection with D2D communications and ProSe sup-
port, the main parameter is the sidelink transmission mode
that defines the entity responsible for sidelink resource con-
figuration. Two main modes have been defined for NR sidelink
in 3GPP Rel-16; (i) network-controlled mode, also called
transmission mode-1, in which the sidelink configuration is
monitored and provided to the UEs by the BS, and (ii)
autonomous mode, known as transmission mode-2, where UEs
rely on sidelink pre-configurations stored in the devices [23].
While in-coverage UEs can operate in mode-1 or mode-2 as
decided by the network, out-of-coverage UEs are restricted to
using mode-2. As a result, we use the sidelink autonomous
mode in our off-network basic group call scenario with out-
of-coverage UEs.

In transmission mode-2 and before a D2D communication
takes place on the Physical Sidelink Shared Channel (PSSCH),
a sidelink grant needs to be pre-configured. The Physical
Sidelink Control Channel (PSCCH) period parameter defines
the periodicity of this grant configuration performed by each
UE. Within a PSCCH period, there are separate sub-frames
and physical resource blocks for control (PSCCH) and for data
(PSSCH). Therefore, the number of sub-frames dedicated to
the control, i.e., PSCCH length, needs to be fixed as mentioned
in Table I. At the application level, the MCPTT model we
use in the evaluation assumes that 60 byte voice packets are
generated every 20 ms. This means that the data rate demand
for the voice communication is 24 kbits/s.

B. Evaluation Results

As part of the performance assessment, we provide the
numerical results of the MCPTT access time. According to
the 3GPP specifications, the “MCPTT access time is defined
as the time between when an MCPTT user requests to speak
and when this user gets a signal to start speaking” [22].
The determination of this key performance indicator depends
on the different processes of initiating or joining the basic

group calls. Table II illustrates three possible situations with
the correspondent access time formulas. In these situations,
we assume that UE A is affiliated to a group call with an
identifier n and wants to communicate with the other members.

Several concepts and notions that are included in the access
time calculation are related to the MCPTT control protocols.
More precisely, two families of control protocols are defined
by the 3GPP specifications for the MCPTT calls, namely
the call control protocols [24] that are responsible for the
initial setup of the calls and the floor control protocols [25]
that provide the “floor” to a single member of the group to
be allowed to talk at a time. This current speaker is called
floor arbitrator since it handles the requests of the other
floor participants and gives them permissions to talk. As part
of these control protocols, certain timers and counters are
included in the MCPTT calls, such as:

• TFG1: “wait for call announcement” timer: is the time
that a user should wait after sending a “Call Probe”
message. By the expiry of this timer, the user decides
about initiating or joining an existing group call.

• TFG2: “call announcement” timer: is restarted every
time a “Call Announcement” message is sent.

• C201: “floor request retransmission” counter: defines the
maximum number of “Floor Request” messages that a
user can send.

• T201: “floor request retransmission” timer: is the time
between sending two “Floor Request” messages.

The used timers and counters have default values that are
defined by the 3GPP specifications. Therefore, the access time
results, based on the Equations 1 and 3, have predictive values
that do not allow the evaluation of the impact of several
parameters on the access time values. Consequently, we focus
on the second scenario depicted in Table II, more precisely
on the access time values produced using Equation 2. In this
formula, Ttx(X) represents the one-way transmission time of
message X , which is defined as the duration from when the
message X becomes available at the source UE to when it is
successfully received by the destination UE.

The first parameters that we consider are related to the



wearable device capabilities. As shown in Table III, we provide
the average access time to an MCPTT application established
between two LTE Cat-1 smartphones versus two LTE Cat-M2
smartwatches. On top of the significant impact that can be
resulted from the difference in the supported bandwidth, thus
in the number of physical resource blocks (PRBs) that can
be allocated for sidelink, the propagation model is another
essential and challenging parameter especially when consid-
ering body communications and the peculiarities of signal
propagation in wearable applications. However, the resulted
gap in the access time performance can be compensated by
the consideration of other MCPTT-related parameters.

TABLE III
AVERAGE ACCESS TIME RESULTS IN TERMS OF DEVICE CAPABILITIES:

LTE CAT-1 SMARTPHONES VS. LTE CAT-M2 SMARTWATCHES

Main device capabilities Average access time
Device category: LTE Cat-1
Bandwidth: 10 MHz
TX power: 23 dBm
Free space path loss propagation model

205 ms

Device category: LTE Cat-M2
Bandwidth: 5 MHz
TX power: 20 dBm
Off-body propagation model

230 ms

In terms of D2D-related parameters, we start with the
impact of the PSCCH period and PSCCH length on the
access time results. As illustrated in Fig. 5, longer PSCCH
periods result in longer access time values. This can be
justified by the fact that one important component of the
access time formula provided in Equation 2 is the “floor
request retransmission” timer which is equal to the PSCCH
period according to the 3GPP default setting. The impact of
the number of sub-frames dedicated to the control (PSCCH)
is also depicted in Fig. 5. Preferring PSSCH over PSCCH
transmissions (i.e., shorter PSCCH length) can provide shorter
access time values, which is important in public safety services
where even few milliseconds can make a difference in critical
situations. In summary, to guarantee a short access time for
critical MCPTT communications, short PSCCH periods with
low PSCCH to PSSCH ratios are recommended. However,
this recommendation can increase the probability of collisions
due to the frequent scheduling messages exchange and the
limited number of sub-frames dedicated to the control. There-
fore, latency and reliability trade-off mechanisms should be
considered for critical and reliable MCPTT group calls.

The second part of D2D-related parameters that we focus
on is the sidelink grant scheduling method. In transmission
mode-2, that we are using in this evaluation since the UEs
are out-of-coverage, the MCPTT group call members are
responsible for determining the modulation and coding scheme
(MCS), the number of PRBs, and the number of transmission
opportunities in each time resource pattern defined by the
kTRP parameter. As depicted in Table I, we used a default
scheduling in the previous access time results, where sidelink
grant parameters are pre-fixed (i.e., fixed scheduling). Nev-
ertheless, and as demonstrated in Fig. 6, the sidelink grant

Fig. 5. Average access time for joining an MCPTT group call in function of
the PSCCH period and PSCCH length

scheduling can be performed following certain optimization
goals, such as selecting a grant configuration that utilizes the
minimum number of PRBs per transmission (i.e., Min. PRB
scheduling) or that maximizes the communication range (i.e.,
Max. coverage scheduling). These optimized methods show a
better performance in terms of access time values, which is
necessary especially in the case of MCPTT group calls with
an increasing number of members.

Fig. 6. Impact of sidelink resource scheduling methods on the average access
time with an increasing number of MCPTT clients in a basic group call

IV. CONCLUSION

Enhancing current office-bound applications and enabling
new services are the reasons behind the migration from
traditional LMR to cellular systems for public safety. In this
paper, we presented the main features that are introduced in
the 3GPP specifications and that can motivate the public safety
organizations to select the cellular connectivity as an alterna-
tive in their communication platforms. As part of the new
applications that can be enabled in the cellular-based IoLST
ecosystem, we focused on wearable services and we provided



examples of use cases that show how wearable technology
can deliver improved safety and situational awareness for first
responders.

This state of the art overview of cellular-enabled wearables
in public safety networks was followed by a performance eval-
uation of a mission-critical service using LTE Cat-M2-enabled
smartwatches. More precisely, we analyzed the MCPTT access
time performance for different combinations of device capa-
bility and D2D-related parameters. The aim of this evaluation
is to show that with an appropriate sidelink tuning cellular-
enabled wearables can compensate the latency performance
degradation due to the device complexity reduction. This
tuning has to take into consideration several parameters like
the PSCCH period, the number of PSCCH sub-frames, and
the grant scheduling method. Additionally, dealing with other
open issues, such as the latency and reliability trade-off,
can help further enhance the performance of wearable-based
MCPTT applications in future public safety use cases.
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